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COCHIN STOCK BROKERS LIMITED
                                    MES Building, Judges Avenue, Kaloor, Kochi-682017.

I
RISK MANAGEMENT SYSTEM - POLICY
1. RISK Management – Scope & Objective:
The objective of the Risk management function is to ensure that all risks, which threaten the business of Stock and Share Markets, are recognized, controlled and reduced to an acceptable level while all applicable regulatory requirements of the various regulatory authorities are complied with.  
The Risk Management of CSBL is classified into four:
     (1) Trading Risk
     (2)  Regulatory Risk
     (3)  Non Trading Risk
     (3)  System Risk
 Trading Risk:
Share Trading being CSBL’s major activity, its Risk elements of Trading need to be mitigated properly.
Trading Risk encompasses risk arising out of Stock and Shares trading operations of CSBL on behalf of the clients and Sub Brokers with various Exchanges; NSE, BSE, etc. The objective of Trading risk management is to ensure that obligations of BROKER with the Exchanges, Sub –Broker & Clients are fulfilled.    Obligations of CSBL are fulfilled in an accurate and efficient manner. All that the Trade Risk Management encompasses as the following:

· Adherence to Capital Adequacy requirements of the exchanges.

· Limit setting & collection of adequate margin from clients and Sub Brokers.

· Monitoring the Trading Mechanism.

· Liquidity management – client pay-in & payout, aging analysis.

· Fulfillment of trading and settlement obligations.

· Fulfillment of Regulatory aspects like NCFM/BCFM/NISM certifications for CTCL allotment and its updation  with the exchanges and timely replacement on expiry

· To mitigate market volatility by tightening margin requirement according to market movements.

· Any  other such activities to cover risk related to Trading and loss to CSBL
Regulatory Risk:
Fulfillment of all regulatory aspects including:

· Compliance of SEBI guidelines and rules.

· Compliance of Exchanges, NSE, BSE,etc. 

· Attend the Inspections of SEBI, NSE & BSE with due diligence and ensure Zero penalties on the compliance part. 

· Corporate Compliance of all statutes, its rules and regulations, as applicable to the smooth functioning of CSBL. 
Non Trading Risk:

Non trading risk means the loss of business due to inactive DP Beneficiary Account and Trading Account.   By persistent follow up convert  the inactive into active account.  Non Trading risk  includes non remittance of dues related running cost of account maintenance including statutory remittance.
System Risk:
To ensure the continuity of operation in case of failure of main system and Terminal centre.

This would not cover any risk occurring for reasons beyond the control of CSBL
RMS Department:
The RMS Department shall be responsible for controlling the risk and ensure that proper mechanisms/systems are in place to check/monitor Client/Branch/sub broker turnovers and gross exposure positions. They shall monitor and optimize the Capital adequacy with Exchanges for ensuring smooth flow of operations.  
Formation of RMS Department and its Roles and Responsibilities. 
RMS department will consist of members from Operation, Legal, Accounts & Systems and it should be headed by   a suitable person.
The Roles and Responsibilities of HOD- RMS Department are as follows:

1. To implement the Risk management policies and follow the procedures strictly as approved by the Board 

2. To ensure that the amount of Capital Adequacy to be kept with the Exchanges commensurate with the market conditions at the start of the day and throughout the trading hours.

3. To disable/enable terminal ID’s & limits, and increase/decrease limits based on market situations.

4. To enable terminal limits, fix limits for Sub Broker/Clients  as per Policy.

5. To set limits on the basis of VAR margin to NSE CM, BSE CM and SPAN for Derivative segment.

6. To prepare the Combined Risk Report and to ensure that the same is ready before the start of the trading hours. 

7. To monitor online and offline Client, Branch & Sub Broker exposure position and take appropriate action as per the Risk Guidelines.

8. To square off Client’s positions in cases where the branches/Sub brokers fail to do so as per policy and board decision.

9. To review the documentary evidence made available to the Risk Department with respect to Turnover and Gross Exposure for new Sub Broker and to propose ID limits based on such documentation.

10. To review the documentary evidence made available to the Risk Department for anticipated Turnover and Gross Exposure of new Clients dealing in derivative through Sub Brokers and to fix ID limits based on such documentation.

11. Prepare supporting documentation for reviewing the ID limits fixed for various Sub Brokers/Clients. 

12. Prepare supporting documentation for the limits to be fixed for Derivative Clients of various Sub Brokers.

13. To disable Sub Broker/Client from trading in case any Sub Broker/Client position is not commensurate with his/her financial strength.

14. To conduct scenario analysis by collating statistical analysis for understanding the impact on the organization and Sub Broker/Client positions in different scenarios and to take informed decisions on occurrence of such events.

15. To ensure that proper risk mechanism is in place for new products to be introduced by CSBL/Exchange prior to its actual launch and to ensure that all risks issues are addressed and fully covered. 

16. To ensure that the Risk management practices as approved by Board are implemented and properly followed by Risk Department and also by sub brokers

17. Any other Risk Management Issues arising out of day-to-day business Operations.  

18. Any escalation to be reported to MD and Board.

19. Yearly review of RMS Policy shall be put up to the board, updating the changes.
     20.
Establish Documented process for Privileged Identity Management with log 
review of admin activity, maker-checker control for all changes done by admin. 

Definitions:  
(1) RMS:   RMS means Risk Management System. Risk management is to manage risk of company and clients from volatility of capital market/Currency/Commodity Market/Mutual Fund
(2) Adjusted Ledger Balance:   Adjusted Ledger balance means clear balance in client’s ledger account in company’s books.  For  example,  proceeds  of  shares  sold  but  not delivered  will  be  reversed  if  credited  in  the  ledger  and  debited  Var  Margin  will  be ignored.
(3) Securities in On-Behalf:
Securities on-behalf means the securities of the client lying in the Company’s pool/Beneficiary Account.  Securities  given  by  the  client  in  margin  and securities held by the Company till full payment is received are kept in On-behalf

(4) Securities in Margin:
Securities in margin means those securities which are approved for this purpose by the Exchange, and given by the Client to the Company to meet his margin obligations in F&O segment (collateral Securities). These are transferred by clients to the Company and may further be pledged by the Co m p a n y to the Exchange towards the Company’s margin obligations for the client.
(5) Exposure of client:
Exposure of Client means a client’s obligation arising out of (i) Buy and Sale     e n t e red into on behalf of the client in cash segment which are yet to be settled and (ii) open position in    F&O segment (iii) Open position in Mutual Fund.
(6) Total Deposit: Total Deposit means aggregate of ledger balance & value of securities after hair cut. 
(7) CSBL – Value At Risk (Var):
  CSBL-Var means the percentage of hair cut/margin fixed by CSBL from time to time for different securities kept as margin. It is fixed as a percentage after considering average volume traded, Volatility, Exchange Var, Impact cost etc. of particular scrip.
(8) Concentration: Concentration  means  the  number  of  each  scrip arrived  at application of  the  Percentage fixed by the Company from time to time on the basis of average daily volume of trade on the exchange in that scrip during the last 30 Days.
Types of Transaction:
(1) Intraday trades:  
Intraday transactions are; Sale – Purchase in any scrip which are reversed by  contra transaction of Purchase- Sale in the same scrip and in the same quantity, so that net quantity carries on a particular trading day (end of the trading hours) is Zero.
(2) Delivery Trades: This is net Purchase or Sale of a particular scrip in client’s account,  which is settled by Delivery on T+2 Days.  In case of sale transactions client   has to give securities to company in demat  form on T+1 day , else he will bear auction debit when the sale treated as short delivery and purchase means take delivery of shares and remit payin on T+1 day.
    Buy Today  Sell Tomorrow(BTST):. Under BTST transaction a client may buy particular   scrip in particular quantity on day one and may sell  the same scrip in same quantity on the next trading day  ie., Buy Today and Sell Tomorrow. However the buying and selling of scrip only with the same exchange will be entertained.
            Note :  In the case of BTST, CSBL will not be responsible and will be solely at the risk of client for any short pay out of securities from respective exchange.
(3) Futures and Option Trading.

(4) Currency Derivative Trading

(5) Mutual Fund
Risk Management practice: 
We are following margin based Risk management system, in which total deposit of client is uploaded in system. The client can take exposure in any scrip(s) and his deposit will be utilized (based on CSBL’s Var margin) on the particular scrip(s).
In this margin based risk management system, client has to make payment before the time fixed by the Exchange for Pay-In.  Otherwise he will be liable for all consequences including Payment Delay Charges (DPC).
Example:

A client with following position intends to trade having Ledger balance (Credit) Rs.50000, Margin Shares before hair cut Rs.100000/-,   after hair cut Rs.50000/-(CSBL Var Margin taken as 50%). Total deposit & margin   Rs.100000/-(50000+50000)
Suppose the client wants to buy XYZ Ltd. on which CSBL Var margin is 20%, then he can take position of up to Rs. 500000/- (intraday). However,  he  has  to  make  payment  of  the  remaining  amount  i.e.  Rs.500000-50000=450000/-, if he opts for delivery on T+1 /or at least before T+2 Days.
Suppose the client decides to buy ABC Ltd. on which CSBL Var margin is 25%, he can buy for upto Rs.400,000/-.
In case a Client wants to sell any securities already lying with CSBL in On-Behalf or Margin, he/she can do so without paying any margin thereon.  This can be done by selecting “Delivery” option in order entry window on the trading platform in the case of Internet clients.
2. POLICY FOR CLIENT CODE MODIFICATION
              (Applicable for all exchange/segment)
On Line Modification:
· Genuine punching errors in client codes while placing orders shall be allowed for modification.

· Client code modification facilities shall be disabled from all the dealer terminals.

· Client code modification shall be carried out only from the admin terminals located at H.O. – Cochin by the designated staff and relevant records will be maintained.  

· The key officials entrusted for the same in surveillance desk for the specific task only be executed the client code modification.

· While carrying out code modification, genuineness of the punching errors shall be verified against corroborative circumstantial evidences like similarities of codes, trades in immediately preceding codes, square off trades without holdings or position or any such other evidences shall have to be taken into account.   Any frequent code correction in specific codes and specific sub-broker should be brought to the notice of higher management.

· Complete records of daily online trade modifications shall be maintained in soft form.

· Ensure that Client Code modifications are made only for correcting mistakes arising out of client order entry and with the consent from both the clients. 

· Obtain consent letter duly signed by both the clients for client code modification for the purpose of correcting genuine order entry mistakes.

· Respective sub-brokers will have to send e-mail to RMS/surveillance desk immediately on closure of market in the specified format, which is attached herewith.
·  Any penalty, if imposed by the exchange shall be recovered from concerned sub brokers. 
Off Line back office modification:

· Client code modification cannot be permitted, if detected after the end of post closing sessions.  The error has to be reported to the management and appropriate action will be taken.

· For F&O and CDS segment, as far as possible, the errors should be rectified by reversal trade in next trading session and the rate differences shall be set off by passing a JV entry in the ledgers of affected clients.  This has to report to the higher levels of management and takes necessary approval.

· If any such back office modification indicates to serious failure on the part of responsible staff and disciplinary action will be initiated against such staff.
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CSBL Hierarchy - 1st Level is CSE Member as Sub Broker.

                              2nd Level is Sub Brokers’ Branches

                              3rd Level is Sub Brokers’ Branch Terminals. 

4. Minimum Deposit for Admission to various segments:
The minimum deposit for admission to various segments will be collected at the rates specified  by CSBL Board from time to time.
The Security margin, as interest free cash deposit, is the minimum to be collected from the sub broker before the allotment of CTCL Terminal and starting operation.   Members can remit more on the basis of their business level and requirement. In the case of closure of branch this deposit will be returned only after 2 months from the closure date, subject to there being no claims against CSBL.

.
5. RMS & Margin Setting:
CSBL RMS is also to be monitored by the Sub-Brokers as they are provide personalized service to clients.  However the ultimate responsibility will lie with CSBL only.
We are at present following a dual margin system [Client margin & Sub Broker Margin (MR)].

Client Exposure Margin:

All client exposure margins will be collected as specified by the Board.

We are following the margin as per the NSE/BSE norms, which vary from scrip to scrip.

All purchase will be settled by payment from the client on or before  T+2 day without fail.   The failure to clear the pay in dues on T+2 day will lead to set ZERO margins to clients from T+3 day onwards  and the margin limit of sub brokers will be reduced to the extent of their clients’ debit position subject to 75% of the sub broker margin upto T+5 days.  And MR margin utilization for the clients having zero margins will also attract the deduction in sub brokers’ margin  up to 75%. 
On T+5 day, clients and respective members will get warning to clear the clients’ outstanding dues.  The failure will lead to close out the position at 2 pm by the RMS team without any further intimation and any excess dues will be deducted from the sub-broker subsequently.  In this case  there will not be any buy limit and the Sell limit will be set automatically to the extent of  holding of stock in DP and Pool Account of the client to a cap up to  the holding of stock by the client.


Setting up of client exposure limits:
· Limit is set on combined basis for Cash & F&O Segment
· Margin – VaR System in Cash and Span & Exposure in F&O
· Maximum order Quantity – 15000 for Cash segment

· Max Order Value –  15 Lac for cash segment 

· Maximum order value in F&O -  Rs.300/- lakh for buying and no restriction on selling the existing position of client (there is no quantity restriction on F&O)  
· Minimum Order Quantity ‐ 1
· VaR : Value at Risk margin covers potential losses for 99% of the day.
As required by the exchanges, we have to submit a compliance certificate on quarterly basis which includes confirmation on the following:

• that the limits are setup after assessing the risks of the corresponding user ID and branch ID

• the limits are setup after taking into account the member’s capital adequacy requirements

• all the limits are reviewed regularly and the limits in the system are up to date

 • all the branch or user have got limits defined and that No user or branch in the system is having unlimited limits on the above stated parameters

• daily record of these limits is preserved and shall be produced before the Exchange as and when the information is called for.

               Margin Calculation:
Although VaR Margins keep changing on a daily basis, the following table will be an indication of the exposure given to the clients (Cash Segment):

Trading exposure:-   Trading exposure will be margin based and will be a combination of both F&O & cash segments. Margin will be applied on each segment as following: 

Cash Segment - 3 to 5  Times   F&O Segment - 1 time of Span + Exposure Margin  +  Additional Margin by CSBL

	Margin Available
	Cash
	FnO Margin (Span + Exposure)
	Total Margin Used

	 
	Margin Used
	Exposure Taken
	 
	 

	50000
	10000
	50000
	40000
	50000

	50000
	50000
	250000
	0
	50000

	50000
	0
	0
	50000
	50000

	50000
	25000
	125000
	20000
	45000


Deposit available will be calculated considering the following: 


a) Credit Balance in account.

b) Value of shares in Collateral account, BO account with the POA with CSBL and also the value of the shares in transit after applicable haircut. 

c) Hair-cut will be applied at the rate of 50% in the normal market conditions. However depending upon the market conditions the hair-cut rate may be changed. 

d) If the value of the shares after hair-cut is less than the debit, buying exposure will be blocked. 

e) Where a client is in debit & value of stock after haircut is higher than the debit, exposure will be available for the difference between outstanding amount and the value of the stock after hair-cut but this is subject to conditions and aging of debit balance.

f) It is advised to  transfer the  approved shares to the collateral account for getting benefit of the stock for trading exposure. This is mandatory in the case of F&O margin availed against approved shares.

g) Cheques under clearance will not be considered for available margin in the F&O 

      Segment, only clear credit will be considered for F&O Margin.
CSBL at present does not entertain any Bank Guarantee   as margin
Delivery of all purchase of clients having debit balance (i.e. failed to pay the payin on t+2 day before noon) will be moved to CSBL  Beneficiary Account and will be settled once in a week or otherwise on request from the client when the client has cleared the payin.
F&O Segment Margin and Risk Management in: -
(1) SHAPE 


T DAYS      -  SPAN margin based trading system – there should be sufficient initial margin on the day one of FO contract or sufficient credit balance for premium in the case of Option purchase

(2)   T+1 DAYS  -  Deducted SPAN margin and EXPOSURE margin from available margin and if any ensuing shortage will be made good from the client before 11 am.

(3)   T+2 days - Square off client F&O position;  if client account shows negative balance from T Days and adjust from cash margin/collateral  of clients and still keeps debit in client account.

(4)   In case the clients  incurs  MTM (Mark to Market) loss of  more than 70% of cash margin, CSBL can square off the position, in case payment/collateral if acceptable, is not received immediately.  This is applicable to both Cash and F&O .  
Initial Margin (IM) file Computation: Initial margin file used for computing clients’  available margin in F&O segment. It considers clients' available cash and securities after adjusting his open position and the margin is accordingly blocks by the Exchange.  

IM File computation processes are given below:

1. Initial Margin Deposit:
(a) Cash –  considers as per party ledger balance of client in F&O segment. It is provided by the accounts department. 

(b) Collateral received from the client. Collateral can be in the form of securities 

(c) Cash: Non- cash (collateral) ratio is 25: 75 

Maximum permissible non-cash component will be 25% of cash component, incase the non-cash component is more than 75% of cash component then the balance non-cash component will be treated as un-utilized.

The same policy is followed for selling and limits setting. 
But for online clients the auto square is done at 3P.M and they have to ensure that:
· Keep sufficient credit in ledger or keep the proper share margin
· Trades executed in margin will be squared at 3 P.M. and the client will not be able to place any fresh orders after 3 P.M in margin and all pending orders will get canceled at 3:15 pm.
· Orders are to be placed two ways only, by Fresh Square off order or stop loss order. If square up is required the stop loss order has to be removed and then execute the square off order.

6. Risk Management in CTCL Terminal allocation:
1-Verification of CTCL application form: - 
Surveillance/RMS Department receives terminal paper requests from membership department for new and additional sub-broker terminal activations.

Surveillance/RMS department checks both new and additional terminal requests. 
Check points :

(1) Trader name and NCFM authorized person name should match.

(2) NCFM validation with expiry date (For F&O only)

(3) Proper Pin code.

(4) Rs.25000/- and/or Rs.50,000/- should be maintained for new sub-broker. 

(5) All users shall provide the copy of their PAN card.

(6) Display all relevant certificates at the office.

2-Uploading CTCL data in NSE, BSE,CD and F&O segment(s):
After checking CTCL application, surveillance department shall upload data in BOLT or E-NEAT terminal. After checking and confirming with E-NIT and BOLT, updates are effected in NEST Surveillance.
3- Deactivation of CTCL: 
When the Surveillance Department receives terminal deactivation paper requests from sub-broker or at the expiry of NCFM/BCFM/NISM certification, they shall upload the deactivation request in BOLT and E-NEAT. Next day as per confirmation from the Exchange, the sub-broker terminal will be de-activated.
Monitoring of Admin Terminal (Appointing Risk Personnel):-
1. It is the responsibility of RMS department to oversee Sub Broker’s risks and monitor its Sub Broker/Client exposure , turnover positions and net obligation on a real time basis

2. The Risk personnel shall follow the Risk Guidelines/Procedures as lay down by the Company.

3. The Risk personnel shall monitor Sub Broker/Client online and offline Exposure and Turnover limits and take appropriate action in case the risk exposure exceeds the limits as per the procedure prescribed by the RMS Department.  

4. The Risk personnel shall ensure that the Risk Reports are prepared on timely basis and appropriate actions are taken. Any escalation must be reported to the Head RMS, Compliance Officer, Director Operations and Managing Director.

5. The Risk personnel shall ensure that Sub Broker/Client exceeding the margin limit is not allowed to place fresh orders unless funds are brought in or the Sub Broker/Client squares off the existing position.

6. The Risk personnel shall at the EOD send a report of the actions taken by him during the day and shall also makes a Clients Risk Report to Head RMS.
Monitoring of Web Clients:

It is desirable to keep separate Risk personnel for monitoring online positions of Web Clients with 100% automation.

7.Brokerage (All segments):
Brokerage will be collected as approved by the board from time to time subject to a maximum of 2.5% and Rs.100/- for each options contract.
8.Bank Account:
It is desirable that all the F&O clients open an account with Axis Bank, Federal Bank,  South Indian Bank, HDFC Bank  & YES Bank for smooth fund transfer.  This is because the MTM margin remitted by the client will be cleared immediately.  As per the policy we have to collect and report the margin status to NSE/BSE  regularly and the shortfall might be lead to close out by CSBL.
9. Policy on Square off of Internal Shortage:
If there is shortage of shares internally then the highest rate of T, T+1 and T+2 plus STT and brokerage shall be collected from the default clients.  If the share is in upward circuit, then 20% of the closing rate on T+2 day shall be applicable and the benefit of the same shall be transferred to the buyer.
10.Client Acceptance Policy: (KYC)
Cochin Stock Brokers Limited strictly adheres to the following client acceptance policy:

(1)  Introduction of Clients:
CSBL has a different structure of operation other than the normal broking firms, the initial client screening will be done by sub brokers.   Those clients accepted by sub brokers after the preliminary interview, they will introduce the clients to CSBL and the CSBL staff will entertain such clients with the strict KYC norms governed by all the regulators.
(2) Client Acceptance and scrutiny procedure:

1. Ensure that account is not opened in a fictitious/benami name or on an anonymous basis

2. Classify clients according to risks perceived by each one.

(i) The client’s location- regd. office address, correspondence addresses etc

(ii) Nature of business activity

(iii) Trading turnover

(iv) Intensity of delivery and intraday business

(v) Share holding in Depository BO A/c. of Client

(vi) Manner of making payments for transactions undertaken is there any payin delay.

(vii) Clients’ Financial position.

3. To categories the risk profile of clients (High/Medium/Low/ Clients of Special Category/High Net worth Clients) based on the above and to monitor accordingly with a higher degree of due diligence and seek regular updates of KYC profile.

4. Documents- must be collected according to risk profile of the clients

5. Ensure that account is not opened where we are unable to apply proper client due diligence measures
6. Ensure, not to continue to do business where:

(i) It is not possible to ascertain the identity of the client.

(ii) Information supplied to us is suspect or  not genuine

(iii) Non-co-operation of client in providing full and complete information.

7. Specify the circumstances under which the client is permitted to act on behalf of another person/entity, which should include:

(i) In what manner the account should be operated

(ii) Transaction limits for such operations

(iii) Additional authority in respect of transaction exceeding particular  quantity/value
8.  Whether before opening of the account  checks are in place to ensure that the identity of the client does not match with any person having known criminal background or is not banned in any other manner

9. Enhanced Due Diligence (EDD): Clients of Special Category: Such as NRIs, HNIs, Trusts/ Charities/NGOs receiving donations, companies with close family shareholdings or beneficial ownership, Politically Exposed Persons, current/former Heads of State, politicians- their immediate family, advisors and companies in which such persons have interest/significant influence, companies offering foreign exchange offerings, clients from high risk countries(known to be havens for ML activities), non face to face clients, clients with dubious reputation as per public information available-  extra diligence measures to be adopted in such cases

10. Ensure that tripartite agreements are entered into
      11. Cash receipt is totally banned from clients
KYC - Procedure
(1) In Person Verification by CoSE members and CSBL Staff  -  either clients can visit CSBL offices or CSBL officers/CoSE  member will visit and interview the client at their convenient place and do the IPV

(2) 3rd level check by the KYC Department Staff - verification and confirmation of telephone numbers, Mobile numbers and email ids.

(3) Send the Account opening Kit to new clients. 

(4) CDD & EDD – Customer Due Diligence and  Enhanced Due Diligence will be taken at the time of IPV – according to the case to case basis.

KRA – KYC Registration Agency.

            All the clients of CSBL will be registered with KRA at the time of KYC registration and regarding existing clients, the same will be completed stage by stage.

The actual KRA charges will be debited to respective clients.

The KYC renewal will be done by CSBL every year
NRI Clients – Requirements:
(i) PIS Account with designated Banks of CSBL

(ii) IPV of NRI client will be done when the client comes on leave or does the documentation in the presence of an Emigration officer or entities like Indian Embassy/Consulate General in the country where the client resides or by a  Notary Public, Court, Magistrate or  Judge.
11. Customer Due Diligence Policy:
           CDD measures:

· Ensure that the documents provided for client identification are reliable.  Take measures if  needed,  to supplement the information

· Check whether the account holder’s residence is in a High Risk country

· The details of PAN collected from the clients should be cross-checked with the details on the website of the Income Tax Department.

· Collect proper documentary proof w.r.t financial details from the client.

· Collect the bank account statement for the last 6 months.

· Take all reasonable steps to fully establish the source of wealth from clients who need enhanced due diligence.

· In cases of doubt, then additional information should be requested, including documentary evidence to verify their source of wealth.

· In cases of non-individual clients check whether the account holder is incorporated or operating in a High Risk Country.

· Verify the nature of account holder company’s business

· If the account holder is a domicile company (A domicile company is a company, which does not have its own premises in the country of domicile, or which does not conduct any commercial or manufacturing business or any other form of commercial operation; or which does not have its own staff or its staff engages solely in administrative functions under binding instructions), then collect full details of the beneficial owner.

· If the account holder is an operating company, then the details about the company such as number of staff, business purpose, industry, corporate group, last annual turnover/earnings, expected annual turnover/earnings for the current year, copy of latest financial statements, net worth certificate are to be collected.

· If the account holder has intermediate companies in its ownership structure, then the account holder shall be designated as the one which require enhanced due diligence.  We shall collect the names of the intermediate companies , details regarding  the chain of ownership to the individuals who are the ultimate  principal Beneficiary Owner and collect supporting documents.  Also collect the names of all directors who executed the Board Resolution and controlling directors including MD. Their IDs are to be obtained and verified.
·  Collect  and verify the IDs of all authorized signatories.

· If the account holder comes under EDD category try to collect additional information if possible, such as any newspaper reports, internet pages, call reports etc.

· Perform ongoing scrutiny to ensure that the transactions being conducted are consistent with CSBL’s knowledge of the client, his business and risk profile, taking into account wherever necessary the client’s source of funds.

· Monitor whether securities acquired and maintained through an account are beneficially owned by somebody other than the client.

· If that is possible try to identify that person.

· Categorize the client according to the risk profile as low risk, medium risk, high risk and clients of special category and ensure due diligence accordingly.
Client Categorisation Policy:
The registered clients are to be categorized/graded according to clients’ performance.  All the clients are graded into four grades as detailed below:

(1) Gold – Low Risk Clients:  

· Prompt remittance of pay in on or before T+2 day

· Short Delivery and Auction cases are not reported

· Cheque bounce cases are not reported

· More delivery based trading

· No penny stock trading

· Limited intraday speculative trading.

· DP BO Account with POA 

· Prompt payment of all dues including DP charges

· Fulfillment  of all statutory norms/requirements

· Reasonably good DP holding value with POA

· Client very rarely  comes  across with grievance. 

(2) Silver – Medium Risk Clients:

· Frequently violates the remittance on T+2 day

· Debits/payin are cleared not beyond T+5 day

· Rare case of cheque bounce and the same would be cleared immediately

· Moderate delivery business

· Rare case of Short delivery and auction.

· Rare case of short report on fulfillment of statutory norms/requirements.

· Rare case of aging debts beyond 5 days.

· Rare case of penny stock trading.

· Reasonable holding in DP BO A/c.

· DP BO A/c. with POA

· Rare cases of grievance.
(3) Bronze – High Risk Clients:

· Frequent aging of debits beyond T+5 days

· Cheque bounce cases

· Always clear the debts by sell off the position on compulsion by RMS

· Frequent Penny Stock Trading

· High Level of Speculation -  Intraday trading

· Lower Margin Deposit

· Very less delivery transactions.

· Low value or nil value of DP holding

· BO Account with outside DP

· Frequent short delivery and auction

· Frequent grievance and complaints 

(4) Special Category Clients:

· NRI Clients

· Trust,  Charities, Non-Governmental Organizations (NGOs)

· and organizations receiving donations

· Companies having close family shareholdings or beneficial ownership

· Politically Exposed Persons (PEP) are individuals who are or have been entrusted with prominent public functions in a foreign country, e.g., Heads of States or of Governments, senior politicians, senior government/judicial/military officers, senior executives of state-owned corporations, important political party officials, etc. 

· Companies offering foreign exchange as investment

· Any such special type clients.
Clients of Special Category: Such as NRIs, HNIs, Trusts/ Charities/NGOs receiving donations, companies with close family shareholdings or beneficial ownership, Politically Exposed Persons, current/former Heads of State, politicians- their immediate family, advisors and companies in which such persons have interest/significant influence, companies offering foreign exchange offerings, clients from high risk countries(known to be havens for ML activities), non face to face clients, clients with dubious reputation as per public information available

(5) High Net worth Clients (HNI)
12.Payin and Pay out Policy:
Funds:  (i)  Payin -  All the order entry in the system is compulsorily with specific margin only  and  the payin of delivery clients will be remitted  on or before T+2 day before noon.  
               (ii)   Payout -  Client payout will be issued strictly on T+2 day evening subject to the client request and trading positions in the subsequent days.  

Securities: (i) Payin -  Payin of securities will be delivered strictly on T+1 day before noon and the selling must be either with margin of securities in the client BO A/c  with POA or in the CSBL BO A/c.  The risk on security transfer to CSBL pool A/c from 3rd party DP will be in the hands of seller.
                      (ii) Payout -  Payout of securities will be released on T+2 day evening subject to the clearance of payin amount (clear credit balance in the client account on pay out day).
CSBL maintains separate Bank account and BO A/c. for the purpose of Payin and payout of securities for the exchanges; NSE and BSE.
13. Clarifications with respect to collection of funds from clients
1. As a part of our internal control policy we strictly restrict Demand Drafts/Pay Orders/Banker’s Cheques for the receipt of funds from the clients. This is to avoid 3rd party pay-in to client accounts. In any exceptional case of payment by DD/Pay Order/Banker’s Cheque, self declaration from the clients is not sufficient.  Such funds from the clients through pre-funded instruments shall be accepted after the following conditions as per SEBI circular ref.no.:CIR/ MIRSD/03/2011 dated 9th June 2011 have been complied:
a) The stock brokers may accept the pre-funded instruments only if the same are accompanied by the name of the bank account holder and number of the bank account debited for the purpose, duly certified by the issuing bank.  The mode of certification may include the following:

i. Certificate from the issuing bank on its letterhead or on a plain paper with the seal of the issuing bank.

ii. Certified copy of the requisition slip (portion which is retained by the bank) to issue the instrument.

iii. Certified copy of the passbook/bank statement for the account debited to issue the instrument. 

iv. Authentication of the bank account-number debited and name of the account holder by the issuing bank on the reverse of the instrument. 

b) Maintain an audit trail of the funds received through electronic fund transfers to ensure that the funds are received from their clients only.
In order to avoid 3rd party remittance, sub brokers are instructed to send the scan copy of cheques received from the clients before the same remitting to CSBL’s respective Bank A/c.  In the case of failure to send the scan copy, sub brokers can send the photo copy of said cheques and the same will be authenticated next day by CSBL after receiving the photo copies of cheques. The following email id will be used for this purpose. 
settlement@csbl.co.in 
Clarification on Issuance of cheques to clients:

The payout to the clients will be transferred in two ways: by account payee cheque and  RTGS/NEFT.  
14.Monthly/Quarterly settlement of Fund and Securities:
As per the SEBI guidelines it is mandatory to settle the balances of clients, as per their specification either once in a month or once in 3 months.  This is applicable to credit balance in the running account or the securities held by CSBL on behalf of clients.  The Compliance officer will make sure such clearance of account every quarter or monthly as per the preference of clients subject to credit balance of Rs.500/- and above.  

To address the administrative/operational difficulties in settling the accounts of regular trading clients (active clients), CSBL may retain an amount of up to Rs 10,000/- (net amount across segment and across stock exchanges), only after taking written consent of the client.
15.Order Acceptance Policy:
CSBL does not entertain client orders directly.  All the clients are registered under sub brokers and all the orders are routed through the sub brokers and their branches.  All order entry is strictly based on the margin limit allotted individually to clients subjected to the clients’ margin being available in both cash and securities.   Cash margin will be taken as the clear credit available in the client running account and the script margin will be taken in two way, with the BO account with POA and the stock laying in CSBL BO a/c. of respective client.  RMS will upload the limit every day to each client according to the availability of margin.

Client can place order either through telephone or personally come to office.  The order through telephone will be taken through recorded line.   
16. Guildelines to Sub Brokers on order placement and    
     execution:
While accepting and placing the order on CTCL, sub brokers are to be very careful to ensure the following guidelines:
· That the client has sufficient margin in his account.

· Only the genuine orders are accepted and the same will be from the respective clients only.

· Do not entertain 3rd party orders.

· Record the order in Order book and mark the execution of the orders promptly.

· Ensure the correctness of order by repeating the order to client before the final confirmation into the system.

· If the order is through telephone, it is advised to take the telephone orders with the phone connected to voice logger for recording the order placed by the client.

· Order execution will be communicated to client immediately over phone or personally.

· Provide order confirmation over phone after the market hours through the recorded line to all the clients those who executed the order for the day.

· Any dispute of order placement and its communication will be brought to the notice of the CSBL HO within 30 minutes of market closure.

· That contract notes are issued within 24 hours of ‘T day’.
General Warning to Traders:
All intraday buying and selling should be cleared by 3 pm.  CSBL shall not be responsible for any uncovered open position on account of any technical failure, after 3 pm.
Confirmation of Order:
Order confirmation after market hours will be compulsorily given to clients within 30 minutes of closure of market through recorded line.  All the clients order confirmations are compulsorily routed through SMS alert system of NSE and BSE; wherein clients will get SMS alert on all the trades executed by them

Installation of Voice logger to telephone lines for accepting order and giving confirmation is compulsory.
17.Issuance of Contract Note;

Contract note on the trade executed by the clients will be dispatched on or before 8 pm every day (e-contract note).  CSBL is a 100% e-contract note issuance company.   In the case of those clients, who insist to get the physical contract note, they will be issued physical contract note within 24 hours of trade execution.   Further to above, system will generate  the log of all the dispatch of   e-contract note and any  failure will be taken care of subsequently and send  a physical contract note within the stipulated time. 

18. Acceptance of Power of  Attorney (POA)
Those clients who are interested to automate the payin for Market trade can execute POA in favour of CSBL.   This POA will use only for payin against client’s delivery selling from their Depository BO A/C for all the segments.  CSBL is not permitted to accept POA of any other nature.   The POA will be executed only on the request of clients and there will not be any compulsion form CSBL and its officers.

19.Client Account Closure:
The closure of client account must be with the written request from the clients in the specific format provided as account closure forms.   There will not be any compulsory closure of trading account. However, In the case of Depository BO A/c. the dormant accounts will be closed with the specifications approved by Board from time to time with sufficient notice of 30 days. 

20.Dormant Account Policy:
Those clients having no transaction for the period of 24 months (2 years) can be treated as inactive and dormant and the same will be intimated to client by email.   The dormant account can be reactivated by the client providing written request/ email or can be done by new KYC documentation.  In such case, sub brokers shall send a request letter for reactivation, confirming the proper client identification.  As per the SEBI Circular ref. no. MIRSD/SE/Cir-19/2009 dated December 03, 2009 in the case of dormant account policy we are issuing whatever funds and securities lying in our account to the clients. 
21.Password Policy
User Id creation and allotment of passwords are done by the authorized person of concerned department on request.
The entire user related Ids; passwords (of systems / database / application) are changed by the authorized person in the event of employee / vendor staff leaving the company / transfers.

Procedure for password reset:
All the user ids / passwords after resetting to the default value will be communicated to the user securely by the authorized person.

User Ids will be blocked / suspended by the authorized person on request from the user (in case of loss of device / malicious activity)
All the default passwords created by the authorized person will be changed through a password change window when user next logs in.
All user ids are automatically disabled (Locked) on entering erroneous password on three consecutive attempts.
System will prompt warning 4 days before the expiry of the passwords and disable (block / lock) user automatically on expiry of password at end of 14 calendar days if user not changes the password.
All the passwords must be alphanumeric (preferably with one special character), instead of just being alphabets or just numerical. Otherwise system will not accept the password created by the user.
The password changed by the user must be different from last 3 passwords.
System will not accept loginId/UserId as password.
All passwords must be of minimum of six characters and not more than twelve characters.

The Password must be masked at the time of entry and should be encrypted by the system
Auto Lock by the System:  If any user is failed to use the system while logged  in;  system will automatically gets locked at 10 minutes of elapse  and when he try to attend the system, it will flash the message of “enter the password”.  User can continue the usage by unlocking the system by entering the existing password
The password administration will be under the full responsibility of System Head. (DGM System)

In the absence of system head, the same will be entrusted to the 2nd person in the systems department; DGM System will provide specific authority to his/her subordinate in such case with immediate advice to the Managing Director.
Password Change Log Book:  System department will keep a password change log book showing details of password change, taken place on daily basis.
22. Backup Policy:
Daily Back Up:  System head will ensure to take daily back up in CDs and USB and keep under the fire protected safe locker with Cochin Stock Exchange, parent company.

Weekly back Up:  Every week end the back up of the entire data should be taken in CDs and kept in the safe lockers of South Indian Bank and Axis Bank Ltd.

Online Back Up:  System will have to take the on line back up every day into another system –three times a day. (Scheduled  back up).

23. Sub-Broker Inspection Policy:
Every year CSBL designated staff will inspect all the Sub brokers and verify whether there are any violations of regulations.   If any violation is found, it will be reported to the Compliance officer for taking necessary remedial action immediately.

Sub brokers, being members of our parent Company, Cochin Stock Exchange Ltd, are subject to inspections that are regularly conducted  by CSE for a minimum of 20% of members every year.
24. Opening and Closing of Branches:
(a) The opening and closing of branch is under the authority of Board  with the norms fixed by the Board from time to time.
(b) Where ever the sub broker branch closes the proper client intimation about the closure will be done suitably by CSBL.

25. Insider Trading Policy:
The share of Cochin Stock Brokers Limited and Cochin Stock Exchange Limited are not listed in any of the stock exchange in India and abroad and the same is not tradable among the public unlike other unlisted public limited companies.   As per the SEBI guidance the trading and transfer of our shares will be permitted between the members of Cochin Stock Exchange Limited only.   Since we are not a listed company, our guidelines relating to prevention of insider trading are generally as per the directions issued by our Board of Directors from time to time.  In this connection, the Board of Directors of CSBL have decided that any staff who trades would firstly have to disclose the same with the details and execute the trade with prior permission of Compliance officer.  Each and every employee will have to disclose the trade details of such transactions, like the name of Scrip, quantity, buy or sale, price of execution, etc.  All the employees will have to submit the disclosure of trade every year.
26.Guideline for Unauthenticated News Circulation:
Our employees are restricted form circulation of rumors or unverified information obtained from client, industry, any trade or other sources without verification.

The employees will have to seek prior approval from the compliance officer before forwarding any market related news received by them either in their official mail/personal mail/blog or in any other manner.  If an employee fails to do so, he/she shall be deemed to have violated the various provisions contained in SEBI Act/rules/Regulations etc. and shall be liable for disciplinary action.

The employees are not allowed to access to blogs/chat forums/messenger sites called by this or any other nomenclature, etc.  However, the employees may be allowed to access these blogs/chat forums/messenger sites under strict supervision of the concerned authorities.

We are in the process of setting up the system for maintaining the Logs of any usage of Blogs/Chat forums/messenger sites (even if called by as any other nomenclature) for record purpose as specified by the respective Regulations, provided these are accessed from the offices of  the member.
27.Grievances Handling Policy:
The redressal of grievances will be handled in the following manner:

Step 1:
CSBL has created one domain email id for receiving grievances from its clients and members.  It has exposed in our all publications and boards as stipulated by all the regulators:  the grievance mail id is given below:
 csbl_grievance@csbl.co.in 
The clients who have grievance/complaints on any transaction can either send their complaints through the designated mail Id or submit the complaint in writing addressed to Compliance Officer, Cochin Stock Brokers Limited.
Step 2;
The compliance officer and legal department are verifying the email every day regularly and record the complaints in the proper manner into the register both in physical and soft form.  Record the nature of complaint and name and address of the complainant and the name of concerned department and the officer, etc. 
Step 3
Contact the respective clients and get the more clarification if any and forward the complaint to respective department immediately

Setp 4:
Get the necessary documents and clarifications from the respective department and reply to the client within 3 days of receipt of complaint.

Step 5:
Follow up with the client and confirm the redressal and mark the necessary remarks in the registers properly.

Step 6:
Any escalation will be taken to Managing Director and Board for further solution if required
28.Company Policy on Anti Money Laundering
Cochin Stock Brokers Ltd is committed to prohibit and actively prevent money laundering, any activity that assists money laundering /terrorist funding or criminal activities.  We have appointed Development Officer (Officiating), Risk Management, Smt. Pauline Tom as our Principal Officer and Director, Shri. Peter Markose as our Designated Director and the same has been communicated to the Financial Intelligence Unit – India (FIU-IND).  Accordingly all sub brokers will have to mandatorily appoint a Principal Officer for their operation and intimate FIU-IND and ensure to retain copy of such intimation to FIU.    It is also directed to prepare an RMS Policy by all the sub-brokers to mitigate the risk at their level.  The measures adopted by us are given as under and subject to any changes as may be specified by the Prevention of Money Laundering Act, 2002, or the rules framed there under.
Customer Due Diligence measures:
· Monitor whether securities acquired and maintained through an account are beneficially owned by somebody other than the client.

·  If that is possible try to identify that person.

· Ensure that the documents provided for client identification are reliable.  Take measures if  need be to supplement the information

· Perform ongoing scrutiny to ensure that the transactions being conducted are consistent with CSBL’s knowledge about its client, i.e. client’s business, risk profile, source of funds, etc.

Client Acceptance Policy:
1. Ensure that account is not opened in a fictitious/benami name or on an anonymous     basis.

2. Classify risks perceived according to 

(i) The client’s location- regd. office address, correspondence addresses etc

(ii) Nature of business activity

(iii)Trading turnover

(iv) Manner of making payments for transactions undertaken

3. To allot a risk profile to clients (High/Medium/Low/ Clients of Special Category/High Net Worth Clients) based on the above and to increase monitoring accordingly with a higher degree of due diligence and seek regular updates of KYC profile.

4. Documentation- acceptance according to risk profile

5. Ensure that account is not opened where we are unable to apply proper client due diligence measures

6. Ensure not to continue to do business where:

(i) It is not possible to ascertain the identity of the client.

(ii) Information supplied to us is suspected to be  not genuine

(iii) Non-co-operation of client in providing full and complete information.

In such cases to ensure that a suspicious activity report is filed and  freeze /close the account and not return payouts in consultation with relevant authorities.

7. Specify the circumstances under which the client is permitted to act on behalf of another person/entity, which should include:

(i) In what manner the account should be operated

(ii) Transaction limits for such operations

(iii) Additional authority in respect of transaction exceeding particular qty/value

8. Whether before opening of the account checks are in place to ensure that the identity of the client does not match with any person having known criminal background or is not banned in any other manner

9. Clients of Special Category: Such as NRIs, HNIs, Trusts/ Charities/NGOs receiving donations, companies with close family shareholdings or beneficial ownership, Politically Exposed Persons, current/former Heads of State, politicians- their immediate family, advisors and companies in which such persons have interest/significant influence, companies offering foreign exchange offerings, clients from high risk countries(known to be havens for ML activities), non face to face clients, clients with dubious reputation as per public information available-  extra diligence measures to be adopted in such cases

10. Ensure that tripartite agreements are entered into

11. Ensure that there are no acceptances of cash from clients
Client Identification Procedure:

1. Steps for identification at various stages including:

(a) Start of CSBL – client relationship

(b) At the time of carrying out transactions- when there are doubts about the veracity of the data supplied.

(c) Ensure that PAN is cross checked with the income-tax website.

(d) Seek additional information from clients about their relationship with PEP

(e) Seek management approval for establishing relationships with politically exposed persons

(f) Once client identified as PEP/close to PEP, then verify source of funds.

(g) Accept documents that satisfactorily establish the identity of a new client- ensure that original documents are verified before the client is accepted
     Record Keeping:
An audit trail with respect to the following should be maintained, in case a transaction is marked as – suspicious:

(i)   The beneficial owner of the account;

(ii)  Volume of funds flowing through the account

(iii)  The origin of funds; form of offer- cheques- details

(iv) Identity of the person undertaking the transaction

(v)Destination of the funds

(vi)Form of instruction and authority

(vii)Date of transaction; parties involved

The records shall be maintained for in accordance with the time limit specified under the PMLA 2002, Rules.

Monitoring:
1. Ensure regular monitoring

2. Understand the normal activity of each client.

3. Specify threshold limits for each class of client

4. Report to appropriate authority on time in case the AML team of CBSL confirms suspicious activity

5. Notify suspicious activity with details of clients, transactions and the cause for suspicion

6. Notify all cases where transactions are abandoned/aborted when docs/proofs are sought
Reporting to FIU

In case a transaction is confirmed as suspicious to report the information to the Director, FIU in the specified formats.  Suspicious transaction has to be reported within 7 days from date of conclusion.  Maintain utmost confidentiality with respect to the reports.  Ensure that the classified client is not tipped off.

In addition to this, on the receipt of the monthly transaction alerts from exchanges as well as fortnight reports from CDSL is to be verified and if found any suspicious mode, informed the same to the Board.
Employee Related procedures:

The hiring of employees should be done after adequate screening.  Ensure that employees taking key positions are suitable and competent to perform their duties with respect to AML activities.  Ensure that employees are trained in this regard.  Further sensitise investors about the requirement to seek additional documents.

Audit:
The procedures adopted and their application in the software should be subject to audit.

Clients Identification Procedure (Risk profiling):
All clients to be classified as per the risk into 5 categories Low, Medium, High Risk,  Clients of Special Category and High Net worth Clients (HNI).
Client Categorization:
Each client will be marked into 5 categories, High Net Worth Clients, Clients of Special Category, High Risk, Medium Risk and Low Risk from the point of view of the anti money laundering laws. 
The categorization will be made based on the following parameters/ factors of risk perception:
a) Cheque bounce cases

b) Auction due to non delivery cases

c) Clients who are trading with outside DP

d) High speculative nature of trading -speculative clients whose turnover is not in line with the Financials 

e) Frequency of aging

f) Clients trading on a regular basis in illiquid/ thinly  scrips in large volume and quantity

(The above are considered of High Risk as per SEBI guidelines)

The clients will be placed under low, medium and high-risk category based on their turnover per day. Corporate / HNIs having respectable social and  financial standing,Clients who make payment on time and take delivery of shares can be considered as Low Risk clients. 

Day-trade clients and Clients coming to aging list frequently are considered as Medium Risk clients. 

The other parameters are nature of business activity, trading turnover, manner of making payment etc. Provision will be made in the back office software for noting categorization of each client. The high-risk client will require regular KYC update.

Clients of Special Category (CSC):

Such clients include the following:

i) Nonresident clients

ii) High net-worth clients,

iii) Trust,  Charities, Non-Governmental Organizations (NGOs)

a. and organizations receiving donations

b. Companies having close family shareholdings or beneficial ownership

iv) Politically Exposed Persons (PEP) are individuals who are or have been entrusted with prominent public functions in a foreign country, e.g., Heads of States or of Governments, senior politicians, senior government/judicial/military officers, senior executives of state-owned corporations, important political party officials, etc. 

v) Companies offering foreign exchange as investment

vi) Clients in high risk countries where existence / effectiveness of money laundering controls is suspected, where there is unusual banking secrecy, countries active in narcotics production, countries where corruption (as per Transparency International Corruption Perception Index) is highly prevalent, countries against which government sanctions are applied, countries reputed to be any of the following – Havens/ sponsors of international terrorism, offshore financial centers, tax havens, countries where fraud is highly prevalent. While dealing with clients in high risk countries where the existence/effectiveness of money laundering control is suspect, intermediaries apart from being guided by the Financial Action Task Force (FATF) statements that identify countries that do not or insufficiently apply the FATF Recommendations, published by the FATF on its website (www.fatf- gafi.org), shall also independently access and consider other publicly available information. 
Our parent exchange is not admitting such clients. 
vii) Non face to face clients (walk in clients)

viii) Clients with dubious reputation as per public information available etc.
Clients coming under CSC will undergo higher degree of due diligence and regular update of Know Your Client (KYC) profile.

INVESTORS EDUCATION:
As the implementation of AML / CFT measures being sensitive subject and requires us to demand and collect certain information from investors which may be of personal in nature or has hitherto never been called for, which information include documents evidencing source of funds / income tax returns / bank records etc. and can sometimes lead to raising of questions by the client with regard to the motive and purpose of collecting such information. There is, therefore, a need for us to sensitize the clients about these requirements, as the ones emanating from AML and CFT framework. We shall circulate the PMLA Circulars and other specific literature/ pamphlets etc. so as to educate the client of the objectives of the AML/CFT program. The same shall also be emphasized on, in the Investor Awareness Programs conducted by us at frequent intervals of time. The importance of the same is also made known to them at the time of opening the Account.
REVIEW OF POLICY :
Managing Director or Chief Executive Officer or any other authorized official shall be the authority to give directions for review of the policy for every six months and to undertake additions, changes, modifications etc., as directed by SEBI / FIU-IND and all the changes shall be deemed to be incorporated in this policy from their effective date.

CONFIDENTIAL REPORTING OF AML NON-COMPLIANCE:
Employees will report any violations of the companys AML compliance program to the Principal Officer, unless the violations implicate the Compliance Officer, in which case the employee shall report to the Chairman of the Board. Such reports will be confidential, and the employee will suffer no retaliation for making them.

RISK ASSESSMENT:
We shall carryout risk assessment to identify, assess and take effective measures to mitigate the money laundering and terrorist financing risk with respect to its clients, countries or geographical areas, nature and volume of transactions, payment methods used by clients etc.The risk assessment shall also take into account any country specific information that is circulated by the Government of India and SEBI from time to time, as well as,the updated list of individuals and entities who are subject to sanction measures as required under the various United Nations’ security  council resolutions(can be accessed at http://www.un.org/sc/committees/1267/aq_sanctions_list.shtml and http:// www.un.org/sc/committees/199/list.shtml. 

BOARD OF DIRECTORS APPROVAL:
We have approved this Anti Money Laundering program as reasonably designed to achieve and monitor for ongoing compliance with the requirements of the PMLA and the implementing regulations under the same.

29.Advertisement Policy:
As per the SEBI guidelines, all advertisement of Broking firms will have to obtain prior approval from respective exchanges (NSE, BSE, USE, etc.) and CSBL has to comply with the same.  All advertisements by Sub brokers shall be routed through CSBL for necessary prior approval from the appropriate regulatory exchanges.

30. System Risk:
Risk is the potential harm that may arise in Cochin Stock Brokers Limited (CSBL) from some current process or from some future event.  From the IT security perspective, risk management is the process of understanding and responding to factors that may lead to a failure in the confidentiality, integrity or availability of an information system.  IT security risk is the harm to a process or the related information resulting from some purposeful or accidental event that negatively impacts the process or the related information of the organization.

The principle reason for managing system risk in CSBL is to protect the mission and assets of the organization. Therefore, system risk management must be a management function rather than a technical function. System risk is assessed by identifying the correct problems, then determining the likelihood and impact for each risk.
In summary, successful and effective system risk management is the basis of proper and efficient IT infrastructure. Due to the reality of limited resources and nearly unlimited threats, a reasonable decision must be made concerning the allocation of resources to protect systems. Risk management practices allow the organization to protect information and business process corresponding with their value.

Different types of Systems Risks and its mitigation:
(1) Hardware Risks

It can be failure of IT hardware infrastructure equipments due to some of the issues like components failures, physical disturbances, virus attacks, overload of files/services, power surges and environmental issues.

This is mitigated by providing maximum redundancy to all the necessary IT hardware infrastructure equipments and by taking proper support/service contracts from the reputed vendors.

(2) Software Risks
It can be a malfunctioning of operating systems, databases and application softwares’ due to any of the Hardware Risks or bugs in the software’s. Due to which organizations business process/services can be stopped or delayed. 

It is mitigated by keeping proper licensed software in all necessary systems with maximum support facility and by installation of the required patches/bug fixes as and when required. 

(3) Network Risks

Network risks is the failures or malfunctioning of network  and communication equipments/services due to any of the issues like components failures, physical disturbances, unauthorized activities, overload of network services, power surges and environmental issues. This can stop or delay our entire/partial business process/services of the organization.

This is mitigated by introducing high availability online/offline solutions in the necessary IT Network infrastructure equipments and by taking proper support/service contracts from reputed vendors.

(4) Backup Risks
Backup risk is the risk occurs in critical systems due to the failures in recovery process of the online data backups and/or damage of already taken CD/DVD/Tape offline backups. This particular issue can be invite lots of other problems which will stop/delay organizations entire/partial business process/services.

It is mitigated by taking online incremental backup scheduled at regular intervals and keeping offline CD/DVD/Tape backups.  And ensure the security of the offline backups by keeping it in bank lockers, at least with two Banks.

(5) IT Security Risks
Its is the risk occurs in any of the IT infrastructure in organization due to viruses attacks, hacking, cracking and unauthorized activities from known/unknown sources. This issue can be stopped or delayed our entire/partial business process/services.

This is mitigated by implementing proper security policies and enforcing appropriate authentication permissions for accessing any of the critical systems of the organization. Password policies are also implemented to avoid anonymous access from known/unknown sources.

31. Surveillance Policy
In order to facilitate effective surveillance mechanisms at the Member level, the Exchange would download the below mentioned alerts based on the trading activity on the Exchange.
	Sl. No.
	Transaction Alerts
	Segment

	1
	Significantly increase in client activity 

	Cash

	2
	Sudden trading activity in dormant account 


	Cash

	3
	Clients/Group of Client(s), deal in common scrips 

	Cash

	4
	Client(s)/Group of Client(s) is concentrated in a few  

illiquid scrips
	Cash

	5
	Client(s)/Group of Client(s) dealing in scrip in 

 minimum lot size
	Cash

	6
	Client / Group of Client(s) Concentration in a scrip 

	Cash

	7
	Circular Trading

	Cash

	8
	Pump and Dump

	Cash

	9
	Wash Sales

	Cash & Derivatives

	10
	Reversal of Trades

	Cash & Derivatives

	11
	Front Running 

	Cash

	12
	Concentrated position in the Open Interest / High

Turnover concentration

	Derivatives

	13
	Order book spoofing i.e. large orders away from market 

	Cash


In addition to this we are maintaining the following procedures:-
1) We make a monthly review of transaction alerts on receipt of the alerts from exchange.    
2) We verify all the financial statements, ledgers & sauda of the respective clients.
3) In case of any suspicious transactions,  we seek clarification from the clients i.e.their
    financial statements.  
4) We may report the suspicious cases to the Board, if the clarification given by the client
    is not satisfactory. 
5) We are keeping the register of the transaction alerts provided by the exchange.
6) Our MOP daily monitor the transaction alerts provided by the exchange.
7) At the end of the day,  the surveillance department may verify the alerts (from point
    no. 1-5 & 13) as mentioned above.

32. Policy on Conflict of Interest
As per the guidelines of SEBI as stated in circular ref. no. CIR/MIRSD/5/2013 dated August 27, 2013,  the procedures followed by us is given below:-

i. lay down, with active involvement of senior management, policies and internal

procedures to identify and avoid or to deal or manage actual or potential conflict

of interest, develop an internal code of conduct governing operations and formulate standards of appropriate conduct in the performance of their activities,

and ensure to communicate such policies, procedures and code to all concerned;

ii. at all times maintain high standards of integrity in the conduct of their business;

iii. ensure fair treatment of their clients and not discriminate amongst them;

iv. ensure that their personal interest does not, at any time conflict with their duty to their clients and client’s interest always takes primacy in their advice, investment decisions and transactions;

v. make appropriate disclosure to the clients of possible source or potential areas of conflict of interest which would impair their ability to render fair, objective and unbiased services;

vi. endeavor to reduce opportunities for conflict through prescriptive measures such as through information barriers to block or hinder the flow of information from one department/ unit to another, etc.;

vii. place appropriate restrictions on transactions in securities while handling a

mandate of issuer or client in respect of such security so as to avoid any conflict;

viii. not deal in securities while in possession of material non published information;

ix. not to communicate the material non published information while dealing in

securities on behalf of others;

x. not in any way contribute to manipulate the demand for or supply of securities in the market or to influence prices of securities;

xi. not have an incentive structure that encourages sale of products not suiting the risk profile of their clients;

xii. not share information received from clients or pertaining to them, obtained as a result of their dealings, for their personal interest;
33. NISM-Series-VII: Securities Operations and Risk Management Certification Examination 
Reference to SEBI notification no. LAD-NRO/GN/2010-11/21/29390 dated December 10, 2010 and exchange circular NSE/INSP/16536 dated December 15, 2010 & NSE/INSP/27495 dated September 2, 2014, persons associated with a registered stock broker/trading member /clearing member who are involved in , or deal with any of the below mentioned functions are required to have a valid NISM-Series-VII Certification:
(a) Assets or funds of investors or clients,

(b) Redressal of investor grievances

(c) Internal control or risk management, and

(d) Activities having a bearing on operational risk,

It is further decided by SEBI, the requirement of passing NISM Series VII certification would be optional for those associated persons handling the basic clerical or elementary functions in the above stated areas and whose work is supervised by NISM Series VII Securities Operations and Risk Management Certification certified personnel.  The activities that can be classified as basic elementary level / Clerical level are as follows:- 
Internal control or risk management
1. Inwarding of collateral's/cheques

2. Person performing maker entries

3. Maker entry in the database

4. Photocopying, printouts, scanning of documents

5. Preparing of MIS

6. Sending of letters/reports to clients, Exchanges, SEBI

7. Attending calls, etc.
Redressal of investor grievances
     1. Inwarding of complaints,
     2. Seeking documents from clients
     3. Person performing maker entries
     4. Maker entry in the database
     5. Photocopying, printouts, scanning of documents
     6. Preparing of MIS
     7. Sending of letters/reports to clients, Exchanges, SEBI Updation, data entry, uploading on SCORES.
     8. Attending calls, etc.
Activities having a bearing on operational risk and dealing with assets or funds of investors or clients
1. Person performing maker entries

2. Maker entry in the database

3. Preparing MIS

4. Generating reports, Files

5. Photocopying, printouts, scanning of documents

6. Dispatching documents to clients

7. Sending of letters/reports to clients, Exchanges, SEBI 

8. Attending calls, etc.
This should take effects from December 31, 2014.  
34.Guidelines on Identification of Beneficial Ownership
SEBI vide its circular ref. no. CIR/MIRSD/2/2013 dated 24.01.2013 has given following guidelines on Identification of Beneficial Ownership to comply:-   
A. For clients other than individuals or trusts: 
Where the client is a person other than an individual or trust, viz., company, partnership or unincorporated association/body of individuals, the intermediary shall identify the beneficial owners of the client and take reasonable measures to verify the identity of such persons, through the following information:

a) The identity of the natural person, who, whether acting alone or  together, or through one or more juridical person, exercises control through ownership or who ultimately has a controlling ownership interest. 

Explanation: Controlling ownership interest means ownership of/entitlement to: 



    i. more than 25% of shares or capital or profits of the juridical  person, 

             where the juridical person is a company;


   ii. more than 15% of the capital or profits of the juridical person,


       where the juridical person is a partnership; or 


      iii. more than 15% of the property or capital or profits of the juridical person, 

       where the juridical person is an unincorporated association or body


            of individuals. 

b) In cases where there exists doubt under clause 4 (a) above as to whether the person with the controlling ownership interest is the  
beneficial owner or where no natural person exerts control through ownership interests, the identity of the natural person exercising control over the juridical person through other means. 

Explanation: Control through other means can be exercised through voting  rights, agreement, arrangements or in any other manner. 

c) Where no natural person is identified under clauses 4 (a) or 4 (b) above, 

the identity of the relevant natural person who holds the position of senior managing official
B. For client which is a trust: 
Where the client is a trust, the intermediary shall identify the beneficial owners of the client and take reasonable measures to verify the identity of such persons, through the identity of the settler of the trust, the trustee, the protector, the beneficiaries with 15% or more interest in the trust and any other natural person exercising ultimate effective control over the trust through a chain of control or ownership.

C. Applicability for foreign investors:

Intermediaries dealing with foreign investors’ viz., Foreign Institutional Investors, Sub Accounts and Qualified Foreign Investors, may be guided by the clarifications issued vide SEBI circular CIR/MIRSD/11/2012 dated September 5, 2012, for the purpose of identification of beneficial ownership of the client. 
II
BUSINESS CONTINUITY PLAN
(BCP)
The continuity of business at all circumstances is an important factor of best business plan.

In order to keep the above idea CSBL has drawn the following Business Continuity  

(1)  Front Office Software:

NEST is bases on SaaS Model, the business continuity is totally depended on the internet.  Any connectivity problem will be solved with stand by internet connection by each member.  Following are the criteria:

(1)  It is compulsory to subscribe standby internet connection by all branches..

(2) All sub brokers must be taken additional CTCL terminal through NOW/BOW

(3) Members will ensure the additional NCFM/BCFM certification for the additional terminals under NOW.

(4) As a contingency plan, CSBL will keep stand-by CTCL terminals (at least 5 nos) with NOW and these CTCL ids will be mapped with all the clients, which can facilitate as a support level for any failure of trading with NEST.

(5) CSBL will keep ready at least 5 NEAT terminals.  This is the additional support to members as a contingency arrangement.

(2)System Administration:
Admin System will be run by a team of experts and in case of any contingency, the alternative staff will step in.  The normal strength of Admin system is 3 and CSBL must train 2 more staff to handle the admin during contingency situations.
(3) Job Rotation:
Job rotation is mandatory and each staff will attain expertise in the various areas of operations of CSBL. At least two persons shall always be acquainted on the rolls to man any specific desks.

(4) Back up:
In case of calamities like fire, etc. the system head and assistant will be rush out with the back-ups and laptops entrusted with them.

The key system will be removed from the CSBL(MES) premises and shifted to Friday club/ or such other locations where we are planning to set up temporary operations.

(5) Pandemic Arrangements 
Wherever possible, in a pandemic situation, key personnel should be split between multiple locations to ensure that critical processes can continue.  The department staff will be split as follows:
	Location

	Number and Names of staff remaining at this location

	Split Location A 
Kayveesons Securities (P) Ltd. 

27/4364, Kayveesons

Pandit Karuppen Road, Perumanoor,

Kochi – 682015.
Ph: 0484-2665454/457
	Names of Staff:

(1) Parvathy M – Compliance Officer

(2) Antony Shinu – Head System

(3) Mary CJ

(4) Pouline Tom

(5) Flaja K.J

Total Number of staff at this location:5


	Split Location B
M/s.  Sreekumar &Co,

No.24, K V Colony, 5th Cross Road, Panampilly Nagar, Cochin – 682 036

Ph: 0484-2314678..

	Names of staff:

(1) Molly M Y

(2) Prem Kumar C

(3) Sunil Kumar A P

(4) Thomas E M

(5) Vipin Sebastine

Total Number of staff at this location: 5


	Home

	All other Staff are liable to perform their duty from their residence


	Describe other approaches for pandemic
	Nil


4.
Grab List Items
Below is a list of items to be collected during an evacuation. These items should be small and few in number, and only picked up if this does not delay evacuation or risk personal safety
	Name of staff responsible for collecting the items
	Item(s) to be collected

	Sunil Kumar AP
	Data Back up and Very important & Critical Documents

	Mini Kuruvilla
	Important Systems and related documents including Back up

	Shinu Antony

	Lap Top & Possible items of importance should be taken into personal custody 

	Flaja K.J
	Documents related to accounts and its related papers.

	Shibu CR
	Cheques, which are not deposited and other important client details

	Dimple M.X
	Minutes of Board meeting and important legal documents

	Molly M V and DP staff
	Un-executed DIS/DRF and other important documents of DP

	Mary /Paulin
	All RMS related documents and Admin Systems


Wherever the names are mentioned, in case they are not available, the substitute person (should be of seniority) will automatically take in charge.  For periods of absence longer than 10 days, the substitution arrangement has to be documented and preserved.

(6)
 (   .
     CALL TREE
                                                        HELP DESK
                                                       0484- 3042500
                                            Prem Kumar (0484-2432232)
                                                               |

HEAD OPERATIONS         
 HEAD SYSTEMS                  HEAD DP






Mini Kuruvilla


    Molly M V    





(9895595788)

    (9746530613)

	
	


Shibu C R (9946640050)
    Antony Shinu(9895433637) 
Sebastian Vipin(9895366010)

Thomas E M(9846054412)    Sunil  Kumar AP(9446070441) 
Rejeesh Kumar(9747480495)

Mary  C J  


    Manju  K J(9388039830)       

Paulin Tom    
Mini C R 

Madhu P M (9497788906)  
Sunil K N (9846082955)                                                      
Vidhu M(9497061914)





              
Reeba Robert (9746018172)                                                   

Vinod Augustine (9633120280)          
	
	


                     Accounts                                          Legal&Compliance
                          |                                                            |  



Sumi N S                                            Parvathy M

                     FlajaK.J


                Dimple 
MX                                                                                                                                                                    
                            

                                                                                            
                                                               |
                                                        Chairman
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This document contains information that is proprietary and confidential to Cochin Stock Brokers Limited. (CSBL), which shall not be disclosed outside CSBL, transmitted, or duplicated, used in whole or in part for any purpose other than its intended purpose. Any use or disclosure in whole or in part of this information without explicit written permission of Cochin Stock Brokers Limited is prohibited.
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Margin Required (avg)�
Exposure�
�
A�
15%�
100 ÷15 = 6.5 times�
�
B�
20%�
100 ÷20    = 5 times�
�
T�
100%�
100 ÷100 = 1 times�
�
Z�
100%�
100 ÷100 = 1 times�
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